
 

 
 
 
  

Solutions to secure network environments are changing rapidly with the arrival of blockchain technologies, artificial intelligence, big data and new AI 
approaches. The aim of this conference is to focus on these different technologies and to describe the new advances that should make the world of 
networks more secure. We will concentrate the presentations on blockchain-based solutions and the introduction of machine learning, deep learning, big 
date, analytics in networking security. 
 

Submission Guidelines  
Submissions should be original, unpublished work, not currently under review by 
other conferences or journals. Papers submitted to BRAINS 2019 will be assessed 
based on originality, technical soundness, clarity and interest to a wide audience. 
Only PDF files will be accepted for the review process and all submissions must be 

done electronically through EDAS: http://edas.info/N25008 
All submissions must be written in English, with minimum of 10-point font and must 
use standard IEEE two-column conference templates. 
Papers can be of two types: Full papers or Short papers, up to 8 pages and 5 pages 
respectively, including tables, figures and references. Full papers accepted as short 
papers will be required to be reduced to 5-pages length. 
At least one author is required to register, at the full rate, to present accepted papers 
at the conference and for the paper to appear in the proceedings and the IEEE digital 
library. 
Instructions and additional information can be found on the conference web site at: 

 http://brains.dnac.org/ 
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Topics of interest 

➢ Blockchains 
➢ Consensus for networking 
➢ Blockchain as a Service 
➢ Blockchain-Defined Networking 
➢ Use cases 
➢ Robots for network security 
➢ Robots and cybersecurity 
➢ Rogue robots and robot hackers 
➢ Security of Cloud robotics 
➢ Artificial intelligence for networking security 
➢ Machine learning for network control and management 
➢ Deep learning 
➢ Big Data 
➢ Analytics 
➢ AI for firewall 
➢ AI for DDOS 
➢ Intra-Cloud vs Inter-Cloud Security 
➢ SDN security 
➢ Security and control of Mobile Internet applications 
➢ Security of Virtual Machines 
➢ Security, trust and privacy challenges 
➢ Virtual firewalls 
➢ Virtual identity management server 

 

 

Important Dates  

• Paper Submission Due: December 21, 2018 

• Paper Review Feedback: January 17, 2019 

• Final Papers Due: January 27, 2019 

• Conference: March 27 – 29, 2019 
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